
Producer Contracting and Appointment Checklist 

The enclosed forms are required for contracting and appointment with Ameritas Life Insurance Corp and Ameritas Life 
Insurance Corp of New York. Please read each document, complete, and sign all appropriate forms. 

  Appointment Application 
• Complete
• Sign (page 1)

  Business Associate Addendum for Producer 
• Complete
• Sign (page 5)

  Disclosure and Authorization 
• Complete
• Sign (page 6)

  Other Disclosures, Acknowledgments & Authorizations 
• Complete
• Sign (page 8)

  Direct Deposit 
• Review instructions (page 20) on how to set up Direct Deposit of commission

  W9 Form 
• Include only the payee information with one Tax ID or Social Security number
• Complete
• Sign (page 21)

Completed appointment applications can be emailed into Group_Licensing@ameritas.com or faxed into 402-467-7342.
Please include the policy holder information to avoid any processing delays.

Additional questions?  Our Licensing & Commission team can be reached directly by email to 
Group_Licensing@ameritas.com or by phone at 800-659-2223 option 5.

mailto:LC@ameritas.com


(type or print plainly)

Name of Producer: 
First Middle Last

How do you want commissions to be paid?     Individual     Agency

SSN #: ___________________________    Tax ID #: ___________________________    Date of Birth: _____________________________

Producer Address: Residence address is required. Check box for address to be used as check mailing address.

 Business: Name of Agency ___________________________________________________________________________________________

Street Address City State ZIP

Business #: (            )
Area Code

Cell #: (            )
Area Code

Fax #: (            )
Area Code

 Residence: 
Street Address City State ZIP

Residence #: (            )
Area Code

If you are using a route or P.O. Box Number, please also give the street address. If no street address is available, please give the name of the nearest street.

Email Address (required): _______________________________________________________________      Check here if no email address.

Current License Information    State where Producer is to be appointed: ��������������������������������������������������

State License No. NPN No.

Questionnaire  (Please answer the following questions. YES answers require documentation to be attached.)

1. Do you have any pending charges to a misdemeanor or a felony?    .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .   Yes     No
2. Have you been convicted of or pleaded nolo contendre (no contest) to a misdemeanor or a felony?    .  .  .  .  .  .  .  .  .  .  .  .  .  .   Yes     No
3. Has any federal or state regulatory agency ever found you to have made a false statement or omission

or been dishonest, unfair or unethical?  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .     Yes     No
4. Has any federal or state regulatory agency ever found you to have been involved in a violation

of federal and/or state regulations or statutes?  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .   Yes     No
5. Has any federal or state regulatory agency ever denied, suspended or revoked your registration or license

or disciplined you by restricting your activities? .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .   Yes     No
6. Has a bonding company denied, paid out on, or revoked a bond for you? .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .   Yes     No

I understand that I have the burden of providing adequate information to demonstrate that I have all necessary authorizations and approvals to market and 
sell health insurance of the kind offered by Ameritas Life Insurance Corp. (“Ameritas”). I understand and agree that falsification or material omission on this 
application will constitute grounds for rejection of my application or immediate withdrawal of my appointment as a producer for Ameritas. I understand and 
agree that it is my obligation to immediately notify Ameritas upon the occurrence of any material changes to the information provided in this application.

I attest that the information contained on this form is correct and complete. I understand and agree that submission of this application by itself does not 
constitute acceptance or approval, and does not permit me to represent myself as an agent or producer for Ameritas.

All Nonpublic Personal Information obtained by you on behalf of or from any of the Ameritas Companies in the performance of your duties and obligations 
under your Agreement or Contract shall be held in the strictest confidence by you and your representatives and will not be used for any other purpose except 
to perform your duties under your Agreement or Contract. Such information shall not be disclosed to any third party without my express written consent or as 
may be required by law and you will establish procedures to protect the security and confidentiality of such information. Nonpublic Personal Information shall 
mean any financial or health information furnished to you or your representative(s) in the performance of your duties or obligations under this Agreement.

By providing my email address above, I agree to receive email communications from Ameritas. I understand that I may opt out of promotional emails from 
Ameritas group division using the unsubscribe link contained in each email.

Additionally, I hereby authorize Ameritas Life Insurance Corp. and their agents/representatives to send faxes to the facsimile (fax) number(s) listed above in 
this application. I understand that I may later revoke this authorization in writing.


Signature of Producer      Date

GR 5456  

appointment application
Ameritas Life Insurance Corp., Ameritas Life Insurance Corp. of New York
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This HIPAA Business Associate Addendum ("Addendum") is entered into between Ameritas Life Insurance Corp. and/or Ameritas Life Insurance Corp. of New York 
(collectively referred to herein as “Ameritas” and/or “Covered Entity”) and the independent agent or broker appointed with Ameritas identified in the signature block 
below (referred to herein as “Producer” or “Business Associate”). This Addendum supplements and is made a part of the Commission Agreement(s) (“Agreement”) 
between the Parties and sets forth the Producer’s responsibilities under HIPAA and HITECH (as defined below) as of September 22, 2014 and thereafter.

Recitals
A.  Ameritas is a Covered Entity under HIPAA and HITECH (as defined below) and wishes to disclose certain information to Producer pursuant to the terms

of the Agreement, some of which may constitute PHI/EPHI (as defined below).
B.  Ameritas and Producer intend to protect the privacy and provide for the security of PHI received, created, used, and disclosed to or by Producer

pursuant to the Agreement in compliance with HIPAA and HITECH.
C.  As part of the HIPAA and HITECH, the Standards for Privacy and the Standards for Security of Individually Identifiable Health Information codified at

45 CFR Parts 160, 162 and 164 require Ameritas to enter into a contract with Business Associate that includes and imposes on Business Associated
specific duties, obligations and requirements with respect to Business Associate’s use, disclosure, creation and general handling of Protected Health
Information, as set forth in, but not limited to, Title 45, §§ 164.502(e) and 164.504(e) of the Code of Federal Regulations ("CFR") and as otherwise
provided in this Addendum.

In consideration of the mutual promises below and the exchange of information pursuant to this Addendum, the parties agree as follows:

I. Definitions
A.  Specific Definitions.

1. “Breach” shall have the meaning given to such term at 45 CFR § 164.402.
2. "Business Associate" shall mean Producer.
3.  “Compliance Date” shall mean, in each case, the date by which compliance with a particular provision is required under HITECH; provided

that, in any case for which that date occurs prior to the effective date of this Agreement, the Compliance Date shall mean the effective date
of this Agreement.

4. "Covered Entity" shall mean Ameritas.
5. "Data Aggregation” shall have the meaning given to such term at 45 CFR § 164.501.
6. "Designated Record Set" shall have the meaning given to such term at 45 CFR § 164.501.
7.  “Electronic Health Record” shall have the meaning given to such term at 42 USC 17921(5).
8. “Electronic Media” shall have the meaning given to such term at CFR §160.103, which is:

a.  Electronic storage media including memory devices in computers (hard drives) and any removable or transportable digital memory
medium, such as magnetic tape or disk, optical disk, or digital memory card; or

b.  Transmission media used to exchange information already in electronic storage media. Transmission media include, for example, the Internet,
extranet, leased lines, dialup lines, private networks, and the physical movement of removable or transportable electronic storage media.
Certain transmissions, including paper, via facsimile, and via telephone, are not considered transmissions via electronic media because the
information did not exist in electronic form before the transmission.

9.  “Electronic Protected Health Information” (or “EPHI”) shall have the meaning given to such term at 45 CFR § 160.103 and is defined as
protected health information contained in or transmitted on electronic media received from us or created or received on behalf of us.

10. "Health Care Operations" shall have the meaning given to such term at 45 CFR 164.501.
11.  “HIPAA” shall mean the Health Insurance Portability and Accountability Act, 42 U.S.C. §§ 1320d through 1320d-8, as amended from time to

time, and all associated existing and future implementing regulations, when effective and as amended from time to time.
12.  “HITECH” shall mean Subtitle D of the Health Information Technology for Economic and Clinical Health Act (a.k.a. the ‘‘HITECH Act’’) provisions

of the American Recovery and Reinvestment Act of 2009, 42 U.S.C. §§17921-17954, as amended form time to time, and all associated
existing and future implementing regulations, when effective and as amended from time to time.

13.  “Individual” shall mean the person who is the subject of PHI and shall include a person who qualifies as a personal representative in
accordance with the Privacy Rule.

14.  "Privacy Rule" shall mean the standard for Privacy of Individually Identifiable Health Information codified at 45 CFR Parts 160 and 164.
15. “Protected Health Information" ("PHI") shall have the meaning given to such term at 45 CFR § 164.304.
16.  “Required by Law” shall mean a mandate contained in law that compels a covered entity to make a use or disclosure of PHI and that is

enforceable in a court of law.
17.  “Security Rule” shall mean the standard for Security of Individually Identifiable Health Information codified at 45 CFR Parts 160, 162 and 164.
18.  “Security Incident” shall have the meaning given to such term at 45 CFR § 164.304, which is the attempted or successful unauthorized

access, use, disclosure, modification, or destruction of information or interference with system operations.
19.  “Subcontractor” shall have the meaning given to such term at 45 CFR § 160.103 and includes any agent/agency relationships.
20.  “Unsecured Protected Health Information” (or “unsecured PHI”) shall mean Protected Health Information has the meaning as set forth in 45

C.F.R. 164.402.that is not rendered unusable, unreadable, or indecipherable to unauthorized individuals through the use of a technology or
methodology specified by the Secretary in the regulations or guidance issued pursuant to 42 U.S.C. §§17932(h)(2).

b.  Catch-all Definition. Terms used, but not otherwise defined, in this Addendum shall have the same meaning as those terms in the Privacy
Rule and Security Rule.

2. Obligations of Business Associate.
A.  Permitted Uses. Business Associate shall not use PHI except for the purpose of performing Business Associate’s obligations under the Agreement

and as permitted by the Agreement and this Addendum. Further, Business Associate shall not use PHI in any manner that would constitute

HIPAA  Business Associate Addendum for Producer
Ameritas Life Insurance Corp., Ameritas Life Insurance Corp. of New York
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a violation of the Privacy Rule if so used by Covered Entity. However, Business Associate may (i) use PHI for the proper management and 
administration of Business Associate and to carry out the legal responsibilities of Business Associate, and (ii) provide Data Aggregation services 
relating to the health care operations of Covered Entity if such services are provided by Business Associate to Covered Entity under the Agreement.

B.  Permitted Disclosures. Business Associate shall not disclose PHI in any manner that would constitute a violation of HITECH and HIPAA (including
without limitation the Privacy Rule) if disclosed by Covered Entity. However, Business Associate may disclose PHI in a manner permitted pursuant
to the Agreement and Addendum, for the proper management and administration of Business Associate; and as Required by Law. Additionally,
Business Associate may disclose PHI in a manner allowed by law if Covered Entity specifically authorizes the disclosure. In no event shall Business
Associate be permitted to receive remuneration, either directly or indirectly, in exchange for PHI, except as may be approved by Covered Entity in its
sole discretion and then, only to the extent permitted by 42 U.S.C. § 17935(d). To the extent that Business Associate discloses PHI to a third party,
Business Associate must prior to making any such disclosure obtain, (i) reasonable assurances from such third party that such PHI will be held
confidential as provided pursuant to this Addendum and only disclosed as required by law or for the purposes for which it was disclosed to such
third party, and (ii) an agreement from such third party to immediately notify Business Associate of any breaches of confidentiality of the PHI, to the
extent it was obtained knowledge of such breach.

C. Appropriate Safeguards.
1.  Business Associate will implement administrative, physical, and technical safeguards that reasonably and appropriately protect the

confidentiality, integrity, and availability of electronic PHI that it creates, receives, maintains, or transmits on behalf of the Covered Entity as
required by the Security Rule and as of the Compliance Date of 42 U.S.C. § 17931, comply with the Security Rule requirements set forth in 45
C.F.R. §§ 164.308, 164.310, 164.312, and 164.316;

2.  Business Associate agrees to ensure that any Subcontractor, to whom it provides electronic PHI agrees to implement reasonable and appropriate
safeguards to protect it;

3.  Business Associate will report to Ameritas as soon as reasonably practicable, but not later than five (5) days following discovery: (i) any use
or disclosure of protected health information not provided for by this Addendum of which it becomes aware in accordance with 45 C.F.R. §
164.504(e)(2)(ii)(C); and/or (ii) any security incident affecting EPHI of which Business Associate becomes aware in accordance with 45 C.F.R. §
164.314(a)(2)(C); and

4.  Business Associate agrees to promptly report to Covered Entity any Breach of which it becomes aware as soon as reasonably practicable, but
in no event later than five (5) days following Business Associate’s discovery of any Breach involving unsecured PHI. The foregoing report shall
include identification of each Individual whose PHI Business Associate reasonably believes to have been accessed, acquired, or disclosed during
such Breach. As soon as possible thereafter, and to the extent known, Business Associate shall also provide Covered Entity with a description of
(i) what happened, including the date of the Breach and the date of the discovery, (ii) the types of unsecured PHI involved in the Breach, (iii) any
steps individuals should take to protect themselves from potential harm from the Breach, and (iv) what Business Associate is doing to investigate
the Breach, to mitigate harm to individuals, and to protect against any further Breaches. For purposes of this paragraph, a Breach shall be
treated as discovered as of the first day on which the Breach is known or should reasonably have been known to Business Associate (including
any person, other than the one committing the Breach, that is an employee, officer, or other agent of the Business Associate).

D.  Restrictions on Disclosures. Business Associate will restrict its disclosures of the Individual’s PHI in the same manner as would be required for
Covered Entity. If Business Associate receives an Individual’s request for restrictions, Business Associate shall forward such request to Covered
Entity within 5 business days.

E.  Subcontractors. Business Associate shall ensure that any Subcontractor, to whom it provides PHI agree in writing to the same restrictions and
conditions that apply to Business Associate with respect to such PHI. Business Associate will provide a list of such Subcontractors to Covered
Entity upon its request. Business Associate will advise Covered Entity if any such Subcontractor breaches its agreement with Business Associate
with respect to the disclosure or use of Protected Health Information or Electronic PHI. Business Associate shall implement and maintain sanctions
against Subcontractors that violate such restrictions and conditions and shall mitigate the effects of any such violation.

F.  Access to Protected Information. Business Associate shall make PHI maintained by Business Associate or its Subcontractors in Designated
Record Sets available to Covered Entity for inspection and copying within five (5) days of a request by Covered Entity to enable Covered Entity to fulfill
its obligations under the Privacy Rule, including, but not limited to 45 CFR Section 164.524.

G.  Amendment of PHI. Within five (5) days of receipt of a request from Covered Entity for an amendment of PHI or a record about an individual
contained in a Designated Record Set, Business Associate or Subcontractors shall make such PHI available to Covered Entity for amendment and
incorporate any such amendment to enable Covered Entity to fulfill its obligations under the Privacy Rule, including, but not limited to, 45 CFR
Section 164.526. If any individual requests an amendment of PHI directly from Business Associate or its Subcontractors, Business Associate shall
notify Covered Entity in writing within five (5) days of the request. Any decision to deny the requested amendment of PHI maintained by Business
Associate or its Subcontractors shall be the sole responsibility of Covered Entity.

H.  Accounting Rights. Within ten (10) days of notice by Covered Entity of a request for an accounting of disclosures of PHI, Business Associate
and its Subcontractors shall make available to Covered Entity the information required to provide an accounting of disclosures to enable Covered
Entity to fulfill its obligations under the Privacy Rule, including, but not limited to, 45 CFR Section 164.528. As set forth in, and as limited by, 45
CFR section 164.528, Business Associate shall not provide an accounting to Covered Entity of disclosures: (i) to carry out treatment, payment or
health care operations, as set forth in 45 CFR Section 164.502; (ii) to individuals of PHI about them as set forth in 45 CFR 164.502; (iii) to persons
involved in the individual's care or other notification purposes as set forth in 45 CFR Section 164.510; (iv) for national security or intelligence
purposes as set forth in 45 CFR Section 164.512(k)(2); or (v) to correctional institutions or law enforcement officials as set forth in 45 CFR Section
164.512(k)(5). Business Associate agrees to implement a process that allows for an accounting to be collected and maintained by Business
Associate and its Subcontractors for at least six (6) years prior to the request, but not before the compliance date of the Privacy rule. At a minimum,
such information shall include: (i) the date of disclosure; (ii) the name of the entity or person who received PHI and, if known, the address of the
entity or person; (iii) a brief description of PHI disclosed; and (iv) a brief statement of purpose of the disclosure that reasonably informs the individual
of the basis of the disclosure, or a copy of the individual's authorization, or a copy of the written request for disclosure. In the event that the request
for an accounting is delivered directly to Business Associate or its Subcontractors, Business Associate shall within five (5) days of a request forward
it to Covered Entity in writing. It shall be Covered Entity’s responsibility to prepare and deliver any such accounting requested. Business Associate
shall not disclose any PHI except as set forth in Sections 2(b) of this Addendum.
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I. Governmental Access to Records. Within ten (10) days of receipt of a request Business Associate shall make its internal practices, books and
records relating to the use and disclosure of PHI available to the Secretary of the U.S. Department of Health and Human Services (the "Secretary")
for purposes of determining Covered Entity’s compliance with Privacy Rule. Business Associate shall give Covered Entity notice immediately upon
receiving any communications from the Secretary that relate to Covered Entity and shall provide to Covered Entity a copy of any PHI that Business
Associate provides to the Secretary concurrently with providing such PHI to the Secretary.

J.  Minimum Necessary. Business Associate (and its Subcontractors) shall only request, use and disclose the minimum amount of PHI necessary to
accomplish the purpose of the request, use or disclosure.

K.  Data Ownership. Business Associate acknowledges that Business Associate has no ownership rights with respect to the PHI.
L.  Retention of PHI. Upon termination of the Agreement for any reason, Business Associate shall return or destroy all PHI that Business Associate or

its Subcontractors still maintain in any form, and shall retain no copies of such PHI. If return or destruction is not feasible, Business Associate shall
continue to extend the protections of Sections 2(a), 2(b), 2 (c) and 2 (e) of this Addendum to such information, and limit further use of such PHI to
those purposes that make the return or destruction of such PHI infeasible. If Business Associate elects to destroy the PHI, Business Associate shall
certify in writing to Covered Entity that such PHI has been destroyed.

M.  Notification of Breach. During the term of the Agreement, Business Associate shall notify Covered Entity as soon as reasonably practicable
but in no event later than five (5) days following the discovery by Business Associate of any suspected or actual breach of security, intrusion
or unauthorized use or disclosure of PHI and/or any actual or suspected use or disclosure of data in violation of any applicable federal or state
laws or regulations. Business Associate shall take (i) prompt corrective action to cure any such deficiencies and (ii) any action pertaining to such
unauthorized disclosure required by applicable federal and state laws and regulations.

N.  Audits, Inspections and Enforcement. Within ten (10) days of a written request by Covered Entity, Business Associate and its Subcontractors
shall allow Covered Entity to conduct a reasonable inspection of the facilities, systems, books, records, agreements, policies and procedures
relating to the use or disclosure of Protected Information pursuant to this Addendum for the purpose of determining whether Business Associate
has complied with this Addendum; provided, however, that (i) Business Associate and Covered Entity shall mutually agree in advance upon the
scope, timing and location of such an inspection; (ii) Covered Entity shall protect the confidentiality of all confidential and proprietary information of
Business Associate to which Covered Entity has access during the course of such inspection; and (iii) Covered Entity shall execute a nondisclosure
agreement, upon terms mutually agreed upon by the parties, if requested by Business Associate. The fact that Covered Entity inspects, or fails, to
inspect, or has the right to inspect, Business Associate’s facilities, systems, books, records, agreements, policies and procedures does not relieve
Business Associate of its responsibility to comply with this Addendum, nor does Covered Entity’s (i) failure to detect or (ii) detection, but failure to
notify Business Associate or require Business Associate’s remediation of any unsatisfactory practices, constitute acceptance of such practice or a
waiver of Covered Entity’s enforcement rights under this Addendum.

O.  Electronic Health Record. In the event that Business Associate in connection with rendering the services under the Agreement uses or maintains
an electronic health record of protected health information of or about an individual, the Business Associate will provide an electronic copy of such
protected health information in accordance with 42 U.S.C. § 17935(e) as of its Compliance Date. Moreover, in the event that Business Associate
uses or maintains an electronic health record of protected Health information of or about an individual, then Business Associate shall make an
accounting of disclosures of such protected health information in accordance with the requirements for accounting of disclosures made through an
electronic health record in 42 U.S.C. 17935(c), as of its Compliance Date.

P.  Business Associate will not make or cause to be made any communication about a product or service that is prohibited by 42 U.S.C. § 17936(a) as
of its Compliance Date.

Q.  Business Associate will not make or cause to be made any written fundraising communication that is prohibited by 42 U.S.C. § 17936(b) as of its
Compliance Date.

R.  Pursuant to the Privacy Rule, made applicable to Business Associate by HITECH, Business Associate shall adopt, implement, and follow privacy
policies and procedures in the same manner and to the same extent as if it were a Covered Entity.

S.  Pursuant to the Security Rule, made applicable to Business Associate by HITECH, Business Associate shall adopt, implement, and follow security
policies and procedures in the same manner and to the same extent as if it were a Covered Entity.

T.  To the extent Business Associate is to carry out one or more of Covered Entity’s obligation(s) under Subpart E of 45 CFR Part 164, Business
Associate shall comply with the requirements of Subpart E that apply to the Covered Entity in the performance of such obligation(s).

U.  Training. Business Associate certifies that it has completed, or will complete, a training course as described in 45 CFR 164.530(b) prior to any of
Business Associate’s employees receiving protected health information pursuant to this Agreement.

3. Obligations of Covered Entity
A.  Covered Entity shall be responsible for using appropriate safeguards to maintain and ensure the confidentiality, privacy and security of PHI transmitted

to Business Associate pursuant to this Addendum, in accordance with the Covered Entity and requirements of the Privacy Rule, until such PHI is
received by Business Associate.

B.  Covered Entity shall notify Business Associate of any limitation(s) in its notice of privacy practices of Covered Entity in accordance with 45 CFR §
164.520, to the extent that such limitation may affect Business Associate's use or disclosure of PHI.

C.  Covered Entity shall notify Business Associate of any changes in, or revocation of, permission by Individual to use or disclose PHI, to the extent that
such changes may affect Business Associate’s use or disclosure of PHI.

D.  Covered Entity shall notify Business Associate of any restriction to the use or disclosure of PHI that Covered Entity has agreed to in accordance with
45 CFR § 164.522, to the extent that such restriction may affect Business Associate’s use or disclosure of PHI.

4. Term and Termination
A.  Term. The Term of this Addendum shall be effective as of the effective date of the Agreement, if later, and shall terminate when all of the PHI provided by

Covered Entity to Business Associate, or created or received by Business Associate on behalf of Covered Entity, is destroyed or returned to Covered Entity,
or, if it is infeasible to return or destroy PHI, protections are extended to such information, in accordance with the termination provision in this section.

B.  Material Breach. A breach by Business Associate of any provision of this Addendum, as determined by Covered Entity, shall constitute a material
breach of the Agreement and shall provide grounds for immediate termination of the Agreement by Covered Entity pursuant to the Agreement.
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C.  Reasonable Steps to Cure Breach. If Covered Entity knows of a pattern of activity or practice of Business Associate that constitutes a material
breach or violation of Business Associate’s obligations under the provisions of this Addendum or another arrangement and does not terminate the
Agreement pursuant to Section 4 (b), then Covered Entity shall take reasonable steps to cure such breach or end such violation, as applicable.
If Covered Entity’s efforts to cure such breach or end such violation are unsuccessful, Covered Entity shall terminate the Agreement.

D.  Judicial or Administrative Proceedings. Either party may terminate the Agreement, effective immediately, if (i) the other party is named as a
defendant in a criminal proceeding for a violation of HIPAA, HITECH or other security or privacy laws or (ii) a finding or stipulation that the other
party has violated any requirement of HIPAA, HITECH or other security or privacy laws is made in any administrative or civil proceeding in which the
party has been joined.

5.  Disclaimer. Covered Entity makes no warranty or representation that compliance by Business Associate with this Addendum, HIPAA or HITECH
will be adequate or satisfactory for Business Associate’s own purposes. Business Associate is solely responsible for all decisions made by Business
Associate regarding the safeguarding of PHI.

6.  Certifications. To the extent Covered Entity determines that such examination is necessary to comply with Covered Entity’s legal obligations pursuant
to HIPAA and HITECH relating to certification of its security practices, Covered Entity or its authorized agents or contractors, may, at Covered Entity’s
expense, examine Business Associate’s facilities, systems, procedures and records as may be necessary for such agents or contractors to certify to
Covered Entity the extent to which Business Associate’s security safeguards comply with HIPAA, HITECH or this Addendum.

7.  Amendment to Comply with Law. The parties acknowledge that state and federal laws relating to data security and privacy are rapidly evolving and
that amendment of this Addendum may be required to provide for procedures to ensure compliance with such developments. The parties specifically
agree to take such action as is necessary to implement the Covered Entity and requirements of HIPAA (including without limitation the Privacy Rule),
HITECH and other applicable laws relating to the security or confidentiality of PHI. The parties understand and agree that Covered Entity must receive
satisfactory written assurance from Business Associate that Business Associate will adequately safeguard all PHI. Upon the request of either party,
the other party agrees to promptly enter into negotiations concerning the terms of an amendment to this Addendum embodying written assurances
consistent with the Covered Entity and requirements of HIPAA (including without limitation the Privacy rule), HITECH or other applicable laws. Covered
Entity may terminate the Agreement upon thirty (30) days written notice in the event (i) Business Associate does not promptly enter into negotiations
to amend this Addendum when requested by Covered Entity pursuant to this Section or (ii) Business Associate does not enter into an amendment
to this Addendum providing assurances regarding the safeguarding of PHI that Covered Entity, in its sole discretion, deems sufficient to satisfy the
Covered Entity and requirements of HIPAA, including without limitation the Privacy Rule, and HITECH.

8.  Assistance in Litigation or Administrative Proceedings. Business Associate shall make itself, and any Subcontractors, employees or agents
assisting Business Associate in the performance of its obligations under the Agreement, available to Covered Entity, at no cost to Covered Entity,
to testify as witnesses, or otherwise, in the event of litigation or administrative proceedings being commenced against Covered Entity, its directors,
officers or employers based upon a claimed violation of HIPAA, including without limitation the Privacy Rule, HITECH or other laws relating to security
and privacy, except where Business Associate or its Subcontractor, employee or agent is a named adverse party.

9.  No Third Party Beneficiaries. Nothing express or implied in this Addendum is intended to confer, nor shall anything herein confer, upon any person
other than Covered Entity, Business Associate and their respective successors or assigns, any rights, remedies, obligations or liabilities whatsoever.

10.  Effect on Agreement. Except as specifically required to implement the purposes of this Addendum, or to the extent inconsistent with this Addendum,
all other terms of the Agreement shall remain in force and effect.

11.  Indemnification. In addition to any indemnification obligations, which are a part of the Service Agreement, the Business Associate hereby indemnifies
and agrees to hold the Covered Entity harmless against any and all claims, costs or damage, including Civil Monetary Penalties, arising from a breach
by the Business Associate of its obligations in connection with this Amendment or HITECH, or HIPAA.

12.  Insurance. Business Associate agrees to maintain insurance coverage against the improper use and disclosure of PHI by Business Associate.
Promptly following a request by Covered Entity, Business Associate will provide a certificate evidencing such insurance coverage.

13.  Interpretation. The provisions of this Addendum shall prevail over any provisions in the Agreement that may conflict or appear inconsistent with any
provision in this Addendum. This Addendum and the Agreement shall be interpreted as broadly as necessary to implement and comply with HIPAA
and HITECH. The parties agree that any ambiguity in this Addendum shall be resolved in favor of a meaning that complies and is consistent with
HIPAA and HITECH.

14.  Notices. Any notices to be given hereunder to a Party shall be made via U.S. Mail or express courier to such Party’s address given above. Each Party
may change its address and that of its representative for notice by the giving of notice thereof in the manner herein above provided.

15.  Counterparts; Facsimiles. This Agreement may be executed in any number of counterparts, each of which shall be deemed an original. Facsimile
copies hereof shall be deemed to be originals.

16.  Disputes. If any controversy, dispute or claim arises between the Parties with respect to this Agreement, the Parties shall make good faith efforts to
resolve such matters informally.

Ameritas Life Insurance Corp. 
on behalf of itself and its corporate affiliate, 
Ameritas Life Insurance Corp. of New York

By: 
Kelly Wieseler

Title: Executive Vice President, Group Division 

Date: January 1, 2023 and after

GR 6072 9-14

Producer

Corp. Name (if any): 
(print)

Producer Name: 
(print)

Agent # or SSN/TIN: �������������������������������������������

Signed: �����������������������������������������������������

Date: �������������������������������������������������������
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Disclosure and Authorization Regarding Background 
Investigation for Employment Purposes

Disclosure 
Ameritas Life Insurance Corp., Ameritas Investment Company, LLC and Ameritas Advisory Services (the “Company”) may request from a consumer 
reporting agency and for employment-related purposes, a “consumer report(s)” (commonly known as “background reports”) containing background 
information about you in connection with your employment, or application for employment, or engagement for services (including independent 
contractor or volunteer assignments, as applicable). 

HireRight, LLC (“HireRight”) will prepare or assemble the background reports for the Company. HireRight is located and can be contacted at 
3349 Michelson Drive, Suite 150, Irvine, CA 92612, (800) 400-2761, www.hireright.com. 

The background report(s) may contain information concerning your character, general reputation, personal characteristics, mode of living, or credit 
standing. The types of background information that may be obtained include, but are not limited to: criminal history; litigation history; motor vehicle 
record and accident history; social security number verification; address and alias history; credit history; verification of your education, employment 
and earnings history; professional licensing, credential and certification checks; drug/alcohol testing results and history; military service; and 
other information. 

Authorization
I hereby authorize Company to obtain the consumer reports described above about me.

 ________________________________________________________ 
Name 

X ________________________________________________________ _______________________________
Applicant Signature Date

[END OF DOCUMENT]

PLEASE PROCEED TO THE NEXT DOCUMENT ENTITLED: 

OTHER DISCLOSURES, ACKNOWLEDGMENTS & AUTHORIZATIONS REGARDING BACKGROUND 
INVESTIGATION FOR EMPLOYMENT PURPOSES”
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Other Disclosures, Acknowledgments and Authorizations  
Regarding Background Investigation for Employment Purposes

Disclosures

Investigative Consumer Report:
Ameritas Life Insurance Corp., Ameritas Investment Company, LLC and Ameritas Advisory Services (the “Company”) may request an investigative 
consumer report about you from HireRight, LLC (“HireRight”), a consumer reporting agency, in connection with your employment, or application for 
employment, or engagement for services (including independent contractor or volunteer assignments, as applicable). An “investigative consumer 
report” is a background report that includes information from personal interviews (except in California, where that term includes background reports 
with or without information obtained from personal interviews), the most common form of which is checking personal or professional references 
through personal interviews with sources such as your former employers and associates, and other information sources. The investigative consumer 
report may contain information concerning your character, general reputation, personal characteristics, mode of living, or credit standing. You may 
request more information about the nature and scope of an investigative consumer report, if any, by contacting the Company.

Ongoing Authorization:
If the Company hires you or contracts for your services, the Company may obtain additional consumer reports and investigative consumer reports 
about you without asking for your authorization again, throughout your employment or your contract period, as allowed by law. 

Additional State Law Notices:
Please see the “Additional State Law Notices” for California, Massachusetts, Minnesota, New Jersey, New York, and Washington that are provided 
below, as applicable. A California disclosure and summary of your rights under California Civil Code Section 1786.22, and a copy of New York Article 
23-A, are being provided to you separately.

Summary of Rights under the Fair Credit Reporting Act:
A summary of your rights under the Fair Credit Reporting Act is being provided to you separately.

San Francisco Fair Chance Ordinance Official Notice:
A copy of the San Francisco Fair Chance Ordinance Official Notice is being provided to you separately.

HireRight Privacy Policy:
Information about HireRight’s privacy practices is available at www.hireright.com/Privacy-Policy.aspx. 

Acknowledgments & Authorization
I acknowledge that I have received and carefully read and understand the separate “Disclosure and Authorization Regarding Background Investigation 
for Employment Purposes”; and the separate “Summary of Rights under the Fair Credit Reporting Act” that have been provided to me by the 
Company. I also acknowledge receipt of and that I have carefully read and understand (as applicable), the separate California Disclosure and 
Summary of Rights under California Civil Code Section 1786.22; the separate New York Article 23-A; and the separate San Francisco Fair Chance 
Ordinance Official Notice that have been provided to me.

By my signature below, I authorize the preparation of background reports about me, including background reports that are “investigative consumer 
reports” by HireRight, and to the furnishing of such background reports to the Company and its designated representatives and agents, for the 
purpose of assisting the Company in making a determination as to my eligibility for employment or engagement for services (including independent 
contractor or volunteer assignments, as applicable), promotion, retention or for other lawful employment purposes. I understand that if the Company 
hires me or contracts for my services, my consent will apply, and the Company may, as allowed by law, obtain from HireRight (or from a consumer 
reporting agency other than HireRight) additional background reports pertaining to me, without asking for my authorization again, throughout my 
employment or contract period. 

I understand that if the Company obtains a credit report about me, then it will only do so where such information is substantially related to the duties 
and responsibilities of the position in which I am engaged or for which I am being evaluated.

I understand that information contained in my employment (or contractor or volunteer) application, or otherwise disclosed by me before or during my 
employment (or contract or volunteer assignment), if any, may be used for the purpose of obtaining and evaluating background reports on me. I also 
understand that nothing herein shall be construed as an offer of employment or contract for services.

I understand that the information included in the background reports may be obtained from private and public record sources, including without 
limitation and as appropriate: government agencies and courthouses; educational institutions; and employers. Accordingly, I hereby authorize all of 
the following, to disclose information about me to the consumer reporting agency and its agents: law enforcement and all other federal, state and 
local government agencies and courts; educational institutions (public or private); testing agencies; information service bureaus; credit bureaus and 
other consumer reporting agencies; other public and private record/data repositories; motor vehicle records agencies; my employers; the military; 
and all other individuals and sources with any information about or concerning me. The information that can be disclosed to the consumer reporting 
agency and its agents includes, but is not limited to, information concerning my: employment and earnings history; education, credit, motor vehicle 
and accident history; drug/alcohol testing results and history; criminal history; litigation history; military service; professional licenses, credentials 
and certifications; social security number verification; address and alias history; and other information. 
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Disclosure and Authorization Regarding Background Investigation for Employment Purposes

By my signature below, I also promise that the personal information I provide with this form or otherwise in connection with my background 
investigation is true, accurate and complete, and I understand that dishonesty or material omission may disqualify me from consideration for 
employment. I agree that a copy of this document in faxed, photocopied or electronic (including electronically signed) form will be valid like the 
signed original. I further acknowledge that I have received additional state law notices that I have reviewed and read.

  California, Minnesota or Oklahoma consumers: Please check this box if you would like to receive (whenever you have such right under the 
applicable state law) a free copy of your background report if one is obtained on you by the Company. 

Additional State Law Notices
Please also note the following:

CALIFORNIA: Pursuant to section 1786.22 of the California Civil Code, you may view the file maintained on you by the consumer reporting 
agency during normal business hours. You may also obtain a copy of this file, upon submitting proper identification and paying the actual copying 
costs, by appearing at the consumer reporting agency’s offices in person, during normal business hours and on reasonable notice, or by certified 
mail. You may also receive a summary of the file by telephone, upon submitting proper identification and written request. The consumer reporting 
agency has trained personnel available to explain your file to you, including any coded information, and will provide a written explanation of any 
coded information contained in your file. If you appear in person, you may be accompanied by one other person, provided that person furnishes 
proper identification. “Proper identification” includes documents such as a valid driver’s license, social security account number, military 
identification card, and credit cards. If you cannot identify yourself with such information, the consumer reporting agency may require additional 
information concerning your employment and personal or family history to verify your identity. 

HireRight, LLC (“HireRight”) will prepare the background report for the Company. HireRight is located and can be contacted at  
3349 Michelson Drive, Suite 150, Irvine, CA 92612, (800) 400-2761. Information about HireRight’s privacy practices is available at 
www.hireright.com/Privacy-Policy.aspx. 

Additional California-specific information is set out below.

MASSACHUSETTS: Upon request to the Company, you have the right to know whether the Company requested an investigative consumer report 
about you and, upon written request to the Company, you have the right to receive a copy of any such report. You also have the right to ask the 
consumer reporting agency (e.g., HireRight) for a copy of any such report.

MINNESOTA: You have the right in most circumstances to submit a written request to the consumer reporting agency (e.g., HireRight) for a 
complete and accurate disclosure of the nature and scope of any consumer report the Company ordered about you. The consumer reporting 
agency must provide you with this disclosure within 5 days after (i) its receipt of your request or (ii) the date the report was requested by the 
Company, whichever date is later.

NEW JERSEY: You have the right to submit a request to the consumer reporting agency (e.g., HireRight) for a copy of any investigative consumer 
report the Company requested about you. 

NEW YORK: You have the right, upon written request to the Company, to be informed of whether or not the Company requested a consumer 
report or an investigative consumer report about you. Shown above is the address and telephone number for HireRight, the consumer reporting 
agency used by the Company. You may inspect and receive a copy of any such report by contacting that consumer reporting agency. A copy of 
Article 23-A of the New York Correction Law is also provided below. 

WASHINGTON STATE: If the Company requests an investigative consumer report, you have the right, upon written request made to the Company 
within a reasonable period of time after your receipt of this disclosure, to receive from the Company a complete and accurate disclosure of the 
nature and scope of the investigation requested by the Company. You are entitled to this disclosure within 5 days after the date your request is 
received or the Company ordered the report, whichever is later. You also have the right to request a written summary of your rights and remedies 
under the Washington Fair Credit Reporting Act. 

Applicant Last Name: __________________________________  First:_____________________________ Middle:________________________

Applicant Signature: _________________________________________________________________________ Date:______________________
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Disclosure and Authorization Regarding Background Investigation for Employment Purposes

Para información en español, visite www.consumerfinance.gov/learnmore o escribe a la Consumer Financial Protection Bureau, 
1700 G Street N.W., Washington, DC 20552.

A Summary of Your Rights Under the Fair Credit Reporting Act

The federal Fair Credit Reporting Act (FCRA) promotes the accuracy, fairness, and privacy of information in the files of consumer reporting 
agencies. There are many types of consumer reporting agencies, including credit bureaus and specialty agencies (such as agencies that sell 
information about check writing histories, medical records, and rental history records). Here is a summary of your major rights under FCRA.  
For more information, including information about additional rights, go to www.consumerfinance.gov/learnmore or write to:  
Consumer Financial Protection Bureau, 1700 G Street N.W., Washington, DC 20552.

• You must be told if information in your file has been used against you. Anyone who uses a credit report or another type of consumer
report to deny your application for credit, insurance, or employment – or to take another adverse action against you – must tell you, and must
give you the name, address, and phone number of the agency that provided the information.

• You have the right to know what is in your file. You may request and obtain all the information about you in the files of a consumer
reporting agency (your “file disclosure”). You will be required to provide proper identification, which may include your Social Security number.
In many cases, the disclosure will be free. You are entitled to a free file disclosure if:

• a person has taken adverse action against you because of information in your credit report;

• you are the victim of identity theft and place a fraud alert in your file;

• your file contains inaccurate information as a result of fraud;

• you are on public assistance;

• you are unemployed but expect to apply for employment within 60 days.

In addition, all consumers are entitled to one free disclosure every 12 months upon request from each nationwide credit bureau and from 
nationwide specialty consumer reporting agencies. See www.consumerfinance.gov/learnmore for additional information.

• You have the right to ask for a credit score. Credit scores are numerical summaries of your credit-worthiness based on information from
credit bureaus. You may request a credit score from consumer reporting agencies that create scores or distribute scores used in residential
real property loans, but you will have to pay for it. In some mortgage transactions, you will receive credit score information for free from the
mortgage lender.

• You have the right to dispute incomplete or inaccurate information. If you identify information in your file that is incomplete
or inaccurate, and report it to the consumer reporting agency, the agency must investigate unless your dispute is frivolous.
See www.consumerfinance.gov/learnmore for an explanation of dispute procedures.

• Consumer reporting agencies must correct or delete inaccurate, incomplete, or unverifiable information. Inaccurate, incomplete, or
unverifiable information must be removed or corrected, usually within 30 days. However, a consumer reporting agency may continue
to report information it has verified as accurate.

• Consumer reporting agencies may not report outdated negative information. In most cases, a consumer reporting agency may not report
negative information that is more than seven years old, or bankruptcies that are more than 10 years old.

• Access to your file is limited. A consumer reporting agency may provide information about you only to people with a valid need – usually to
consider an application with a creditor, insurer, employer, landlord, or other business. The FCRA specifies those with a valid need for access.

• You must give your consent for reports to be provided to employers. A consumer reporting agency may not give out information about you
to your employer, or a potential employer, without your written consent given to the employer. Written consent generally is not required in the
trucking industry. For more information, go to www.consumerfinance.gov/learnmore.

• You may limit “prescreened” offers of credit and insurance you get based on information in your credit report. Unsolicited
“prescreened” offers for credit and insurance must include a toll-free phone number you can call if you choose to remove your name and
address form the lists these offers are based on. You may opt out with the nationwide credit bureaus at 1-888-5-OPTOUT (1-888-567-8688).

• The following FCRA right applies with respect to nationwide consumer reporting agencies:

CONSUMERS HAVE THE RIGHT TO OBTAIN A SECURITY FREEZE

You have a right to place a “security freeze” on your credit report, which will prohibit a consumer reporting agency from releasing
information in your credit report without your express authorization. The security freeze is designed to prevent credit, loans, and services
from being approved in your name without your consent. However, you should be aware that using a security freeze to take control over who
gets access to the personal and financial information in your credit report may delay, interfere with, or prohibit the timely approval of any
subsequent request or application you make regarding a new loan, credit, mortgage, or any other account involving the extension of credit.
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As an alternative to a security freeze, you have the right to place an initial or extended fraud alert on your credit file at no cost. An initial fraud alert 
is a 1-year alert that is placed on a consumer’s credit file. Upon seeing a fraud alert display on a consumer’s credit file, a business is required to 
take steps to verify the consumer’s identity before extending new credit. If you are a victim of identity theft, you are entitled to an extended fraud 
alert, which is a fraud alert lasting 7 years.

 A security freeze does not apply to a person or entity, or its affiliates, or collection agencies acting on behalf of the person or entity, with which 
you have an existing account that requests information in your credit report for the purposes of reviewing or collecting the account. Reviewing 
the account includes activities related to account maintenance, monitoring, credit line increases, and account upgrades and enhancements.

• You may seek damages from violators. If a consumer reporting agency, or, in some cases, a user of consumer reports or a furnisher of
information to a consumer reporting agency violates the FCRA, you may be able to sue in state or federal court.

• Identity theft victims and active duty military personnel have additional rights. For more information,
visit www.consumerfinance.gov/learnmore.
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States may enforce the FCRA, and many states have their own consumer reporting laws. In some cases,  
you may have more rights under state law. For more information, contact your state or local consumer protection 

agency or your state Attorney General. For information about your federal rights, contact: 

Type of Business Contact
1. a. Banks, savings associations, and credit unions with total assets of

over $10 billion and their affiliates
a. Consumer Financial Protection Bureau

1700 G Street, N.W.
Washington, DC 20552

b. Such affiliates that are not banks, savings associations, or credit
unions also should list, in addition to the CFPB:

b. Federal Trade Commission
Consumer Response Center
600 Pennsylvania Avenue, N.W.
Washington, DC 20580
(877) 382-4357

2. To the extent not included in item 1 above:

a. National banks, federal savings associations, and federal branches
and federal agencies of foreign banks

a. Office of the Comptroller of the Currency
Customer Assistance Group
1301 McKinney Street, Suite 3450
Houston, TX 77010-9050

b. State member banks, branches and agencies of foreign banks
(other than federal branches, federal agencies, and Insured State
Branches of Foreign Banks), commercial lending companies owned
or controlled by foreign banks, and organizations operating under
section 25 or 25A of the Federal Reserve Act.

b. Federal Reserve Consumer Help Center
P.O. Box 1200
Minneapolis, MN 55480

c. Nonmember Insured Banks, Insured State Branches of Foreign
Banks, and insured state savings associations

c. FDIC Consumer Response Center
1100 Walnut Street, Box #11
Kansas City, MO 64106

d. Federal Credit Unions d. National Credit Union Administration
Office of Consumer Financial Protection (OCFP)
Division of Consumer Compliance Policy and Outreach
1775 Duke Street
Alexandria, VA 22314

3. Air carriers Asst. General Counsel for Aviation Enforcement & Proceedings
Aviation Consumer Protection Division
Department of Transportation
1200 New Jersey Avenue, S.E.
Washington, DC 20590

4. Creditors Subject to the Surface Transportation Board Office of Proceedings, Surface Transportation Board
Department of Transportation
395 E Street, S.W.
Washington, DC 20423

5. Creditors Subject to the Packers and Stockyards Act, 1921 Nearest Packers and Stockyards Administration area supervisor

6. Small Business Investment Companies Associate Deputy Administrator for Capital Access
United States Small Business Administration
409 Third Street, S.W., Suite 8200
Washington, DC 20416

7. Brokers and Dealers Securities and Exchange Commission
100 F Street, N.E.
Washington, DC 20549

8. Federal Land Banks, Federal Land Bank Associations, Federal
Intermediate Credit Banks, and Production Credit Associations

Farm Credit Administration
1501 Farm Credit Drive
McLean, VA 22102-5090

9. Retailers, Finance Companies, and All Other Creditors Not
Listed Above

Federal Trade Commission
Consumer Response Center
600 Pennsylvania Avenue, N.W.
Washington, DC 20580
(877) 382-4357
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(CALIFORNIA APPLICANTS ONLY)

CALIFORNIA DISCLOSURE
The Company may order an investigative consumer report on you in connection with your employment, or application for employment, or engagement 
for services (including independent contractor or volunteer assignments, as applicable), and if you are hired, or if you already work for the Company, 
the Company may order additional such reports on you for employment purposes. Such reports may contain information about your character, 
general reputation, personal characteristics, and mode of living. The types of background information that may be obtained include, but are not 
limited to: criminal history; litigation history; motor vehicle record and accident history; social security number verification; address and alias 
history; credit history (but credit history will be obtained only after a separate, credit-specific disclosure has been provided to you in accordance 
with CA Civil Code § 1785.20.5 and CA Labor Code § 1024.5); verification of your education, employment and earnings history (to the extent 
allowed by applicable law); professional licensing, credential and certification checks; drug/alcohol testing results and history; military service; and 
other information.

The investigative consumer reporting agency, HireRight, LLC (“HireRight”), will prepare the background report for the Company. HireRight is located 
and can be contacted at 3349 Michelson Drive, Suite 150, Irvine, CA 92612, (800) 400-2761, www.hireright.com. Information about HireRight’s 
privacy practices is available at www.hireright.com/Privacy-Policy.aspx.

A SUMMARY OF YOUR RIGHTS UNDER CALIFORNIA CIVIL CODE SECTION 1786.22
a) An investigative consumer reporting agency shall supply files and information required under Section 1786.10 during normal business hours

and on reasonable notice.

b) Files maintained on a consumer shall be made available for the consumer’s visual inspection, as follows:

1) In person, if he appears in person and furnishes proper identification. A copy of his file shall also be available to the consumer for a fee
not to exceed the actual costs of duplication services provided.

2) By certified mail, if he makes a written request, with proper identification, for copies to be sent to a specified addressee. Investigative
consumer reporting agencies complying with requests for certified mailings under this section shall not be liable for disclosures to third
parties caused by mishandling of mail after such mailings leave the investigative consumer reporting agencies.

3) A summary of all information contained in files on a consumer and required to be provided by Section 1786.10 shall be provided by
telephone, if the consumer has made a written request, with proper identification for telephone disclosure, and the toll charge, if any, for
the telephone call is prepaid by or charged directly to the consumer.

c) The term “proper identification” as used in subdivision (b) shall mean that information generally deemed sufficient to identify a person. Such
information includes documents such as a valid driver’s license, social security account number, military identification card, and credit cards.
Only if the consumer is unable to reasonably identify himself with the information described above, may an investigative consumer reporting
agency require additional information concerning the consumer’s employment and personal or family history in order to verify his identity.

d) The investigative consumer reporting agency shall provide trained personnel to explain to the consumer any information furnished him pursuant
to Section 1786.10.

e) The investigative consumer reporting agency shall provide a written explanation of any coded information contained in files maintained on
a consumer. This written explanation shall be distributed whenever a file is provided to a consumer for visual inspection as required under
Section 1786.22.

f) The consumer shall be permitted to be accompanied by one other person of his choosing, who shall furnish reasonable identification. An
investigative consumer reporting agency may require the consumer to furnish a written statement granting permission to the consumer
reporting agency to discuss the consumer’s file in such person’s presence.
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(NEW YORK APPLICANTS ONLY)

NEW YORK CORRECTION LAW 
ARTICLE 23-A

LICENSURE AND EMPLOYMENT OF PERSONS PREVIOUSLY 
CONVICTED OF ONE OR MORE CRIMINAL OFFENSES

Section 750. Definitions.

751. Applicability.

752. Unfair discrimination against persons previously convicted of one or more criminal offenses prohibited.

753. Factors to be considered concerning a previous criminal conviction; presumption.

754. Written statement upon denial of license or employment.

755. Enforcement.

§750. Definitions. For the purposes of this article, the following terms shall have the following meanings:

1) “Public agency” means the state or any local subdivision thereof, or any state or local department, agency, board or commission.

2) “Private employer” means any person, company, corporation, labor organization or association which employs ten or more persons.

3) “Direct relationship” means that the nature of criminal conduct for which the person was convicted has a direct bearing on his fitness or ability
to perform one or more of the duties or responsibilities necessarily related to the license, opportunity, or job in question.

4) “License” means any certificate, license, permit or grant of permission required by the laws of this state, its political subdivisions or
instrumentalities as a condition for the lawful practice of any occupation, employment, trade, vocation, business, or profession. Provided,
however, that “license” shall not, for the purposes of this article, include any license or permit to own, possess, carry, or fire any explosive,
pistol, handgun, rifle, shotgun, or other firearm.

5) “Employment” means any occupation, vocation or employment, or any form of vocational or educational training. Provided, however, that
“employment” shall not, for the purposes of this article, include membership in any law enforcement agency.

§751. Applicability. The provisions of this article shall apply to any application by any person for a license or employment at any public or
private employer, who has previously been convicted of one or more criminal offenses in this state or in any other jurisdiction, and to any license
or employment held by any person whose conviction of one or more criminal offenses in this state or in any other jurisdiction preceded such
employment or granting of a license, except where a mandatory forfeiture, disability or bar to employment is imposed by law, and has not been
removed by an executive pardon, certificate of relief from disabilities or certificate of good conduct. Nothing in this article shall be construed to
affect any right an employer may have with respect to an intentional misrepresentation in connection with an application for employment made by a
prospective employee or previously made by a current employee.

§752. Unfair discrimination against persons previously convicted of one or more criminal offenses prohibited. No application for any license or
employment, and no employment or license held by an individual, to which the provisions of this article are applicable, shall be denied or acted upon
adversely by reason of the individual’s having been previously convicted of one or more criminal offenses, or by reason of a finding of lack of “good
moral character” when such finding is based upon the fact that the individual has previously been convicted of one or more criminal offenses, unless:

1) There is a direct relationship between one or more of the previous criminal offenses and the specific license or employment sought or held by
the individual; or

2) the issuance or continuation of the license or the granting or continuation of the employment would involve an unreasonable risk to property or
to the safety or welfare of specific individuals or the general public.

§753. Factors to be considered concerning a previous criminal conviction; presumption.

1) In making a determination pursuant to section seven hundred fifty-two of this chapter, the public agency or private employer shall consider the
following factors:

a) The public policy of this state, as expressed in this act, to encourage the licensure and employment of persons previously convicted of one
or more criminal offenses.

b) The specific duties and responsibilities necessarily related to the license or employment sought or held by the person.

c) The bearing, if any, the criminal offense or offenses for which the person was previously convicted will have on his fitness or ability to
perform one or more such duties or responsibilities.

d) The time which has elapsed since the occurrence of the criminal offense or offenses.

e) The age of the person at the time of occurrence of the criminal offense or offenses.

f) The seriousness of the offense or offenses.

g) Any information produced by the person, or produced on his behalf, in regard to his rehabilitation and good conduct.

h) The legitimate interest of the public agency or private employer in protecting property, and the safety and welfare of specific individuals or
the general public.
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2) In making a determination pursuant to section seven hundred fifty-two of this chapter, the public agency or private employer shall also give
consideration to a certificate of relief from disabilities or a certificate of good conduct issued to the applicant, which certificate shall create a
presumption of rehabilitation in regard to the offense or offenses specified therein.

§754. Written statement upon denial of license or employment. At the request of any person previously convicted of one or more criminal offenses
who has been denied a license or employment, a public agency or private employer shall provide, within thirty days of a request, a written statement
setting forth the reasons for such denial.

§755. Enforcement.

1) In relation to actions by public agencies, the provisions of this article shall be enforceable by a proceeding brought pursuant to article seventy-
eight of the civil practice law and rules.

2) In relation to actions by private employers, the provisions of this article shall be enforceable by the division of human rights pursuant to the
powers and procedures set forth in article fifteen of the executive law, and, concurrently, by the New York city commission on human rights.
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California Privacy Notice

HC 2116 CA Page 1 of 3 12-07-22

This Privacy Notice applies to you if you are a California resident who has not obtained or sought to obtain a product or service from Ameritas or one 
of its affiliates. It is intended to provide certain information to you as required under the applicable California law. 

Ameritas does not sell personal information as defined under applicable California law.

The types of Personal Information we collect, use, and disclose depend on your relationship with us. We may collect or in the past 12 months, we 
have collected and may in the future continue to collect the following categories of Personal Information about California consumers:

Category Examples Primary Purpose for Collection

Identifiers A real name, alias, postal address, unique personal 
identifier, online identifier, Internet Protocol address, 
email address, account name, Social Security number, 
driver's license number, passport number, or other similar 
identifiers.

To respond to your requests and inquiries, process and 
administer your application; To provide you with services. 
To comply with state and federal laws and regulations; 
To process, administer and manage payroll and benefits; 
To administer and maintain retirement service; To obtain 
and verify background checks; To engage in corporate 
transactions requiring review of employee records, such 
as for evaluating potential mergers and acquisitions of the 
Company; and to maintain commercial insurance policies 
and coverages, including for workers’ compensation and 
other liability insurance. 

Personal Information 
categories listed 
in the California 
Customer Records 
statute (Cal. Civ. 
Code § 1798.80(e)).

A name, signature, Social Security number, physical 
characteristics or description, address, telephone number, 
passport number, driver's license or state identification 
card number, insurance policy number, education, 
employment, employment history, bank account number, 
credit card number, debit card number, or any other 
financial information, medical information, or health 
insurance information. Some Personal Information included 
in this category may overlap with other categories.

To respond to your requests and inquiries, process and 
administer your application, and to provide you with 
services. To comply with state and federal laws and 
regulations; To process administer and manage payroll and 
benefits; To administer and maintain retirement service; 
To obtain and verify background checks; To engage in 
corporate transactions requiring review of employee 
records, such as for evaluating potential mergers and 
acquisitions of the Company; and maintain commercial 
insurance policies and coverages, including for workers’ 
compensation and other liability insurance.

Protected 
classification 
characteristics under 
California or federal 
law.

Age (40 years or older), race, color, ancestry, national 
origin, citizenship, religion or creed, marital status, medical 
condition, physical or mental disability, sex (including 
gender, gender identity, gender expression, pregnancy 
or childbirth and related medical conditions), sexual 
orientation, veteran or military status, genetic information 
(including familial genetic information).

To process and administer your account and provide 
you with other requested services; To comply with state 
and federal laws and regulations; manage workers’ 
compensation claims; conduct workplace investigations; 
and anonymize and/or aggregate data to perform 
workforce analytics, data analytics, and benchmarking. 

Commercial 
information

Records of personal property, products or services 
purchased, obtained, or considered, or other purchasing or 
consuming histories or tendencies.

For institutional risk control, or for resolving customer 
disputes or inquiries, to persons acting in a fiduciary or 
representative capacity on your behalf; provide information 
to persons assessing our compliance with industry 
standards, and our attorneys, accountants and auditors; 
protect the confidentiality or security of our records 
pertaining to you, the service or product, or market other 
financial products or services.

Biometric information Genetic, physiological, behavioral, and biological 
characteristics, or activity patterns used to extract a 
template or other identifier or identifying information, such 
as, fingerprints, faceprints, and voiceprints, iris or retina 
scans, keystroke, gait, or other physical patterns, and 
sleep, health, or exercise data.

To grant and monitor employees’ access to secure 
company facilities and implement, monitor, and manage 
electronic security measures on devices that are used to 
access networks and systems (e.g., incident management).
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Internet or other 
similar network 
activity

Browsing history, search history, information on a 
consumer's interaction with a website, application, 
or advertisement.

To operate the website more efficiently; maintain the 
security of your online session, improve our website 
design; protect against or prevent actual or potential fraud; 
unauthorized transactions, claims or other liability; and 
to protect the confidentiality or security of our records 
pertaining to you, the service, or product; To manage 
employee performance of their job duties, including 
promotions, discipline, and/or termination; conduct 
workplace investigations; and perform call monitoring and 
surveillance (e.g., CCTV).

Geolocation data State and country location. To comply with state and federal laws and regulations; To 
process, administer and manage payroll and benefits;  
To administer and maintain retirement service; To engage 
in corporate transactions requiring review of employee 
records, such as for evaluating potential mergers and 
acquisitions of the Company; To maintain commercial 
insurance policies and coverages, including for workers’ 
compensation and other liability insurance; To anonymize 
and/or aggregate data to perform workforce analytics, 
data analytics, and benchmarking. 

Sensory data Audio, electronic, visual, or similar information. To protect against or prevent actual or potential fraud, 
unauthorized transactions, claims or other liability.

Professional or 
employment-related 
information

Current or past job history or performance evaluations. To manage employee performance of their job duties, 
including promotions, discipline, and/or termination; 
conduct workplace investigations; evaluate job applicants 
and candidates for employment; and obtain and verify 
background checks.

Education information Education records directly related to a student. To manage employee performance of their job duties, 
including promotions, discipline, and/or termination; To 
conduct workplace investigations; evaluate job applicants 
and candidates for employment; and to obtain and verify 
background checks.

Inferences drawn 
from the above

Profile reflecting a person's preferences, characteristics, 
psychological trends, predispositions, behavior, attitudes, 
intelligence, abilities, and aptitudes.

To manage employee performance of their job duties, 
including promotions, discipline, and/or termination and 
evaluate job applicants and candidates for employment.

Disclosures of Personal Information: Depending on which of our businesses collected it, your Personal Information may have been disclosed to:
•  You, your authorized representatives, legal agents, and other persons acting on your behalf or to whom you ask, instruct or authorize us to

disclose your Personal Information.
•  Our contracted service providers who provide a service to or on behalf of Ameritas, including analytics service providers, payment providers

and intermediaries.
•  Our auditors, consultants, accountants, attorneys, and others providing professional advice to Ameritas.
•  Other Ameritas affiliates.
•  Other financial institutions and reinsurers.
•  Financial intermediaries (your advisor, broker, or brokerage firm), aggregators, clearinghouses, clearing or settlement systems.
•  Group policyholders, plan sponsors and their third-party administrators.
•  External custodians and business partners of Ameritas.
•  Applicable governmental, regulatory, supervisory, law enforcement, tax or similar authorities or industry bodies.
•  Any other person or entity Ameritas reasonably thinks customary, necessary or advisable for the business purposes disclosed in our Privacy

Notices or to whom Ameritas is obliged by applicable law or regulation to make the disclosure.
•  Any other party where Ameritas has obtained your consent or authorization.

Business Purposes for Disclosure of Personal Information:
•  To advertise and market to you, and to consumers who are similar to you.
•  To perform services on our behalf, including providing customer service, processing or fulfilling orders, account maintenance, distributions, and

transactions, processing payments, event registration or travel bookings, financing, and quality control.
•  For risk management purposes, identity verification, information security, fraud detection and prevention;
•  To prevent money laundering, terrorist financing, bribery, and corruption.
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•  Undertaking internal research, operational efficiencies and improvements, product enhancements, and business development purposes.
•  In connection with legal proceedings, such as responding to a subpoena or court order.
•  To demonstrate compliance with our regulatory obligations.
•  For reinsurance purposes.
•  To report tax information to relevant tax authorities.
•  In the event of any planned or actual company reorganization, merger, sale, or transfer, of our business.

Retention of Personal Information
Ameritas utilizes commercially reasonable efforts to maintain records and information management processes and procedures. Periodically, we 
re-evaluate our business need to maintain various business records, some of which include Personal Information. The Corporate Records Officer 
reviews applicable federal and state laws, systems capabilities, legal hold requirements, business needs, and other factors to determine the length 
of time we will maintain business records. We have processes in place to review electronic and physical records on a regular basis and ensure 
appropriate disposal in accordance with our Records Retention Schedule. We keep records for as long as necessary or required. If disposition of 
records is not possible, we will continue to safeguard the information. 

For additional information regarding our Online Privacy Policy and information regarding your rights under the applicable California law, please visit 
the following page: https://www.ameritas.com/about/online-privacy/

You may also contact us using one of these methods: 
Ameritas Privacy Office 
P.O. Box 81889 
Lincoln, NE 68501-1889 
1-888-284-7844
privacy@ameritas.com



direct deposit  For Your Commission  Check 
Ameritas Life Insurance Corp., Ameritas Life Insurance Corp. of New York 

In order to set up electronic deposit of commission:

• Complete your Ameritas Appointment application.

• Be on the lookout for your Ameritas Welcome letter via email.  This email will include your Agent ID.

• Follow the instructions within the email to register your Agent ID with a producer portal account.  If your agency is being paid
commission; please contact our Sales Connect team at 888-336-7601, option 2, for your Agency ID for producer portal registration.

• Complete your EFT form electronically.  EFT forms should only be completed on the Agent ID that will be paid commission.

• Each deposit has a corresponding statement that will indicate the amount deposited into your bank account and can be
found in the Producer Portal electronically, or you may call our automated system at 800-659-2223, option 6 (you will be asked
to enter your Social Security # or Tax ID #).

Electronic depositing can be stopped upon receipt of written notification. (This would be effective one week after receipt in the home 
office.)  Please email LC@ameritas.com with your written request.

If you have any questions, please call Group Licensing at 800-300-9566, option 4.
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