Your Information. Your Rights. Our Responsibilities.

This notice describes how the Group Divisions of Ameritas Life Insurance Corp. and Ameritas Life Insurance Corp. of New York use and disclose your protected health information, and how we guard that information. We are required to abide by the terms of this notice as long as it remains in effect. We reserve the right to change the terms of this Notice as necessary, and to make a new Notice effective for all protected health information maintained by us. If we do make changes to this Notice, a copy of the new Notice will be placed on our web site at www.ameritas.com and/or sent to you if the changes are material. If you reside in a state whose law provides stricter privacy protections than those provided by HIPAA, we will maintain the privacy of your health information as required by your stricter state law.

how we use or disclose information

We must use and disclose your health information to provide that information:

• To you, or someone who has the legal right to act for you (your personal representative), in order to administer your rights as described in this notice; and

• To the Secretary of the Department of Health and Human Services, if necessary, to see that we are complying with federal privacy law and administrative simplification provisions of HIPAA.

We have the right to use and disclose your health information for your treatment, to pay for your health care, and to operate our business. For example, we typically use your information in the following ways:

• For Payment. We may use or disclose health information to collect premiums due to us, to determine your coverage, or to process claims for health care services you receive. For example, we may tell a provider whether you are eligible for coverage and what percentage of the bill may be covered.

• For Treatment. We may use or disclose health information to aid in your treatment or the coordination of your care. For example, we may disclose information to your provider to help them provide health care services to you.

• For Health Care Operations. We may use or disclose health information as necessary to operate and manage our business activities related to providing and managing your health care coverage. For example, we may use health information for operational activities such as quality assessment and improvement.

• For Plan Sponsors. If your coverage is through an employer sponsored group health plan, we may share summary health information and enrollment and disenrollment information with the plan sponsor. In addition, we may share other health information with the plan sponsor for plan administration purposes if the plan sponsor agrees to special restrictions on the use and disclosure of the information in accordance with federal law.

We may use or disclose your health information for the following purposes under limited circumstances:

• As Required by Law. We may disclose information about you if state or federal laws require it.

• To Persons Involved With Your Care. We may use or disclose your health information a person involved in your care or who helps you pay for your care, such as a family member or close personal friend, when you are incapacitated, emergency situations, or when you agree or fail to object when given the opportunity. If you are unavailable or unable to object, we will use our best judgment to decide if the disclosure is in your best interests.

• To Law Enforcement. We may disclose your health information to a law enforcement official to provide limited information to locate a missing person or report a crime.

• To Correctional Institutions or Law Enforcement Officials. We may disclose your health information if you are an inmate of a correctional institution or under the custody of law enforcement, but only if necessary for the institution to provide you with health care; to protect your health and safety, or the health and safety of others; or for the safety and security of the correctional institution.

• To Avoid a Serious Threat to Health or Safety to you, another person, or the public. For example, we may disclose information to a public health agency or law enforcement in the event of a natural disaster.

• For Public Health Activities such as reporting disease outbreaks to a valid public health authority.

• For Reporting Victims of Abuse, Neglect, or Domestic Violence to government authorities that are authorized by law to receive such information, including a social services or protective service agencies.

• For Health Oversight Activities to a health oversight agency for activities authorized by law, such as licensure, governmental audits, and fraud and abuse investigations.

• For Judicial or Administrative Proceedings to respond to a court order, search warrant, or subpoena.

• For Specialized Government Functions such as national security and intelligence activities, the protective services for the President and others, or if you are a member of the military, as required by the armed forces.

• To Business Associates that perform functions on our behalf or provide us with services if the information is necessary for such functions or services. Our business associates are required, under contract with us and federal law, to protect the privacy of your information and are not allowed to use or disclose any information other than allowed by the contract and federal law.

• For Workers’ Compensation as authorized by, or to the extent necessary to comply with, state workers’ compensation laws that govern job-related injuries or illness.
• To Provide Information Regarding Decedents. We may disclose information to a coroner or medical examiner to identify a deceased person, determine a cause of death, or as authorized by law. We may also disclose information to funeral directors as necessary to carry out their duties.

• For Cadaveric Organ, Eye, or Tissue Donation. We may disclose information to entities that handle procurement, banking, or transplantation of organs, eyes, or tissue to facilitate donation and transplantation.

Except for uses and disclosures described and limited as explained in this notice, we will use and disclose your health information only with written permission from you. We will not share your personal information for marketing purposes or sell your personal information unless you give us written permission to do so.

our responsibilities

• We are required by law to maintain the privacy and security of your protected health information.

• We will let you know promptly if a breach occurs that may have compromised the privacy or security of your information.

• We must follow the duties and privacy practices described in this Notice, and give you a copy of it.

• We will not use or share your information other than as described in this Notice, unless you tell us we can in writing. If you tell us we can, you may change your mind at any time. Let us know in writing at the contact information below if you change your mind.

your rights

• Right to Inspect and Copy. You have the right to inspect and copy certain protected health information that may be used to make decisions about your plan benefits. Your request must be in writing and submitted to the Ameritas Privacy Office at the contact information below. We will usually provide access to your protected health information within 30 days of receiving the request. We reserve the right to charge a fee for the costs of copying, mailing, or other supplies associated with your request. You may also ask your providers for access to your records. We may deny your request in very limited circumstances. If we deny your request to inspect or obtain a copy of your protected health information, we will inform you in writing of the reason(s) within 30 days.

• Right to Amend. You have the right to request that we amend, correct, or delete your protected health information in our records if you believe that it is inaccurate or incomplete. Your request must be in writing and sent to the Ameritas Privacy Office at the contact information below. In addition, you must provide a reason that supports your request. We will respond to your request in writing within 30 days. We may deny your request for an amendment if it is not in writing, or does not include a reason to support the request. If we deny your request, we will communicate the reason(s) for denial. If we deny your request, you have the right to file a written statement of disagreement and any future disclosures of the disputed information will include your statement.

• Right to Request Confidential Communication. You can ask us to contact you in a specific way (for example, home or office phone) or to send mail to a different address. Your request must be in writing and submitted to the Ameritas Privacy Office at the contact information below. We will consider all reasonable requests, and must say “yes” if you tell us you would be in danger if we do not.

• Right to an Accounting of Disclosures of Your Protected Health Information. You have the right to receive a list of the times we’ve shared your health information for up to six years prior to the date you ask, who we share it with, and why. Your request must be in writing and submitted to the Ameritas Privacy Office at the contact information below. We will include all the disclosures, except those about treatment, payment, and health care operations, and certain other disclosures (such as any you asked us to make). We will provide one accounting a year for free, but will charge a reasonable, cost-based fee if you ask for another one within 12 months.

• Know the Reasons for an Unfavorable Underwriting Decision. You have the right to know the reason(s) for an unfavorable underwriting decision. Your request must be in writing, and must be asked for within 90 days from when the adverse underwriting decision is sent. We will respond within 21 days. Previous unfavorable underwriting decisions may not be used as a basis for future underwriting decisions unless we make an independent evaluation of basic facts. Your genetic information cannot be used for underwriting purposes.

• Ask Us to Limit the Information We Share. You can send us a written request at the contact information below to not use or share certain health information for treatment, payment, or health care operations. We are not required to agree to these requests.

• Get a Copy of this Privacy Notice. You can ask us for a paper copy of this Notice at any time, even if you have agreed to receive the Notice electronically. We will provide you with a paper copy promptly.

exercising your rights

• Submitting a Written Request. If you have any questions about this Notice, want more information about exercising your rights, or want to obtain an authorization form please contact us at: The Privacy Office, Attn. HIPAA Privacy, P.O. Box 82520, Lincoln, NE 68501-2520, e-mail us at privacy@ameritas.com, or call 1-800-487-5553.

• Filing a Complaint. If you believe your privacy rights have been violated, you may file a complaint with us at the contact information listed above. You may also file a complaint with the U.S. Department of Health and Human Services Office for Civil Rights by sending a letter to 200 Independence Avenue, S.W., Washington, D.C., 20201, calling 1-877-696-6775, or visiting www.hhs.gov/ocr/privacy/hipaa/complaints/. We will not retaliate against you for filing a complaint.

This revised notice is effective 9/30/17.